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® Based on RFC 5853

® Support SIP, SIP-I
signaling

® Support up to 10k
concurrent sip signaling

® Topology hiding

® Nat traversal and

Route request

@ Packet inspection

® [oad balancing for other
internal proxy servers

@® Separation of sip
packets based on
REGISTER and INVITES

® Forwarding register
packets to other nodes

® Forwarding invite
packets to other nodes

® Blocking attackers based
on RPS and failed
authentication
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Chakavak IMS Solution

® Support up to 10 media
proxy node in load

balancing mode
® Sessions monitoring

RTP

SIP

Chakavak SBC Solution

o
® Management dashboard

@® Access control
@ RTP inactivity monitoring
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'S 9l8&> Media Proxy (8 lasin & »
23k concurrent calls per media node
SPMedia traffic running over either IPv4 or IPv6
OBridging between IPv4 and IPv6 user agents

SBridging between different IP networks or interfaces

STOS/QosS field setting

S Customizable port range
S Multi-threaded
S Advertising different addresses for operation behind NAT

SFull SDP parsing and rewriting

SICE (RFC 5245) support:
=Bridging between ICE-enabled and ICE-unaware user agents
=Optionally acting only as additional ICE relay/candidate
=Optionally forcing relay of media streams by removing other ICE candidates
=Support for SDES (RFC 4568) and DTLS-SRTP (RFC 5764)
= AES-CM and AES-F8 ciphers, both in userspace and in kernel
*HMAC-SHA1 packet authentication
=Bridging between RTP and SRTP user agents
S Support for RTCP profile with feedback extensions (RTP/AVPF, RFC 4585 and 5124)
< Arbitrary bridging between any of the supported RTP profiles (RTP/AVP, RTP/AVPF, RTP/SAVP, RTP/SAVPF)
SRTP/RTCP multiplexing (RFC 5761) and demultiplexing

S Breaking of BUNDLE'd media streams (draft-ietf-mmusic-sdp-bundle-negotiation)

SDRecording of media streams, decrypted if possible

STranscoding and repacketization

STranscoding between RFC 2833/4733 DTMEF event packets and in-band DTMF tones (and vice versa)

SPlayback of pre-recorded streams/announcements

S Supported codecs

=G.711 (a-Law and p-Law) =G.722 =G.723.1 *G.729

=Speex =GSM =i{L.BC =Opus =AMR (narrowband and wideband)



	Page 1
	Page 2

